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President and others are not com-
promised, to protect the identity of 
confidential sources incident to Fed-
eral employment, military service, 
contract, and security clearance deter-
minations, and to preserve the con-
fidentiality and integrity of Federal 
evaluation materials. The exemption 
rule for the original records will iden-
tify the specific reasons why the 
records are exempt from specific provi-
sions of 5 U.S.C. 552a. 

[65 FR 53168, Sept. 1, 2000, as amended at 66 
FR 41780, Aug. 8, 2001; 68 FR 8722, Feb. 25, 
2003; 68 FR 24881, May 9, 2003; 70 FR 34657, 
June 15, 2005] 

PART 312—OFFICE OF THE INSPEC-
TOR GENERAL (OIG) PRIVACY 
PROGRAM 

Sec. 
312.1 Purpose. 
312.2 Definitions. 
312.3 Procedure for requesting information. 
312.4 Requirements for identification. 
312.5 Access by subject individuals. 
312.6 Fees. 
312.7 Request for correction or amendment. 
312.8 OIG review of request for amendment. 
312.9 Appeal of initial amendment decision. 
312.10 Disclosure of OIG records to other 

than subject. 
312.11 Penalties. 
312.12 Exemptions. 
312.13 Ownership of OIG investigative 

records. 
312.14 Referral of records. 

AUTHORITY: Pub. L. 93–579, 88 Stat 1896 (5 
U.S.C. 552a). 

SOURCE: 56 FR 51976, Oct. 17, 1991, unless 
otherwise noted. 

§ 312.1 Purpose. 
Pursuant to the requirements of the 

Privacy Act of 1974 (5 U.S.C. 552a) and 
32 CFR part 310—DoD Privacy Pro-
gram, the following rules of procedures 
are established with respect to access 
and amendment of records maintained 
by the Office of the Inspector General 
(OIG) on individual subjects of these 
records. 

[68 FR 37969, June 26, 2003] 

§ 312.2 Definitions. 
(a) All terms used in this part which 

are defined in 5 U.S.C. 552a shall have 
the same meaning herein. 

(b) As used in this part, the term 
‘‘agency’’ means the Office of the In-
spector General (OIG), Department of 
Defense. 

§ 312.3 Procedure for requesting infor-
mation. 

Individuals should submit written in-
quiries regarding all OIG files to the 
Office of Communications and Congres-
sional Liaison, ATTN: FOIA/PA Office, 
400 Army Navy Drive, Arlington, VA 
22202–4704. Individuals making a re-
quest in person must provide accept-
able picture identification, such as a 
current driver’s license. 

[68 FR 37969, June 26, 2003] 

§ 312.4 Requirements for identifica-
tion. 

Only upon proper identification will 
any individual be granted access to 
records which pertain to him/her. Iden-
tification is required both for accurate 
record identification and to avoid dis-
closing records to unauthorized indi-
viduals. Requesters must provide their 
full name and as much information as 
possible about the record being sought 
in order that a proper search for 
records can be accomplished. Inclusion 
of a telephone number for the requester 
is recommended to expedite certain 
matters. Requesters applying in person 
must provide an identification with 
photograph, such as a driver’s license, 
military identification card, building 
pass, etc. 

[59 FR 2746, Jan. 19, 1994] 

§ 312.5 Access by subject individuals. 
(a) No individual will be allowed ac-

cess to any information compiled or 
maintained in reasonable anticipation 
of civil or criminal actions or pro-
ceedings or otherwise exempt under 
§ 312.12. Requests for pending investiga-
tions will be denied and the requester 
instructed to forward another request 
giving adequate time for the investiga-
tion to be completed. Requesters shall 
be provided the telephone number so 
they can call and check on the status 
in order to know when to resubmit the 
request. 

(b) Any individual may authorize the 
OIG to provide a copy of his/her records 
to a third part. This authorization 
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